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| Table Topic: Architecting Digital Environments to Enable Tailorable Shared Access (Industry and Gov Environments) |
| 1. How can industry and government partners work together to establish common security standards and requirements for a shared digital environment?   * There are always challenges in handling new technologies, and common authentication is “a beast” of a challenge * CAC is most widely used for government, but ECA and Yubikey are also possible   + ECA is a good common option, but it needs to be implemented consistently at the DOD level * Industry has the ability to allow Government/Customer access, but are generally unique, company-specific solutions * Allowing access requires a balance with security partitioning * Shared access also requires other organizations to pass trust down to sub-contractors and other participants * ATOs are a challenge   + The process needs to be standardized so it's not a new/unique process each time a company needs to do it   + The current process is inconsistent across Bases and Services; shared reciprocity would be better * There should also be parity in processes and authentication among security levels   + A best practice is to keep the process at the lowest security level so others can see the full process without needing to be read in * Shared access also presents a challenge with providing customers access to tools as large numbers might impact licensing amounts and contractors essentially funding licenses for stakeholders.  1. What are the implications of implementing a Zero Trust security model in a shared digital environment, and how can it be effectively implemented?  * Each application has to support all the layers of ZT; difficult to get non-cloud native vendors to adopt * FIPS-14-3 Implementation important for vendors   + Related to CMCC which is difficult for small companies * ZT requires environment providers to become responsible for any tool on their system * Have to drive vendors to SAML support; key consideration for startups and new architectures  1. How can continuous monitoring and vulnerability assessment be integrated into a shared digital environment to ensure ongoing security?  * There are requirements that come along with ZT * Lots of tools are just logging everything, including irrelevant data, rather than specific user or security logs that would, for instance, allow one to to track what changed or what was accessed by a specific unauthorized user   Additional Discussion   * CSPs have key management and other services that can be leveraged * AI may help in security monitoring and evaluation   + E.g. some platforms have an ATO pipeline that is running checks along the ATO process * Should shared Digital Environments be Gov or Industry hosted, or should ‘services’ be shared?   + Sharing services raises continuous monitoring issues   + TWC auto syncs for example have different implications * The need for the environment can differ based on type of program (e.g. long sustainment chain) * Shared infrastructure needs to protect IP * Precise access control drives administrative costs   + The tradeoff is often over classification (mark everything instead of delineating)   + Culture needs to be in place to keep data at the lowest level possible   2. How can Industry and Government partners balance the need for standardization with the need for flexibility and innovation in software tool selection?   1. How can Industry and Government partners ensure that software versions used in collaborative reviews are compatible with each other and with existing systems?  * Tools are customized by users themselves, causing issues even among the same versions of tools * At a higher level, compatibility about compliance with standards, not just the tools * This also includes style guides, ontologies, naming, etc. * Some applicable standards include:   + ReqIF   + PDES   + OMG   + ASME   + DMSC   + ASD-AIA   + ASTM   + SAE  1. Should Industry or Government be the driving force behind selecting software tools for collaborative reviews, and why?  * Government could include in solicitation what standards are used   + However that could lead to Industry to not bidding because they don’t have or use the tool specified tool   + Also, there are many waivers/exceptions, e.g., AF-PLM is requirement, but some programs use alternative products. * Government needs to keep up with industry standards * Is there an industry process that could be setup/leveraged to coordinate among tools? * The Government and Industry should drive vendors toward integrations among tools   + Get data into the tool you want   + Avoid having to export down to common tools like Excel * Must consider all the tools and aging systems that are out there (e.g. sustainment programs) * A potential idea for coordination was suggested:   + Collect company standards at AIAA and create a matrix that shows primary, secondary, tertiary tools used   + Know what programs are using when ask for (within contracting bounds)   + This process would also help the Government prioritize tools for purchase  1. How can Industry and Government partners ensure that software tools selected for collaborative reviews meet the necessary security, functionality, and usability requirements?   [Not discussed]   1. How can Industry and Government partners ensure that software tools are compatible with each other and with existing systems, even as new versions are released?   [Not discussed]  Additional Discussion   * Industry could collaborate better on upgrading to tools   + If matrix of tool usage was available, industry could share data and experience with tool upgrades   + For example, sharing test cases to minimize the work in making an upgrade, and dividing the work among industry to reduce costs and time   + This could also reduce the number of costly trouble tickets to tool vendors * Where does incentive lie with vendors to working toward standards? * New tool vendors have to not only be better than incumbent providers, but also have to be lower cost than switching cost * Recommended to view AFLCMC (Mr. Garret) keynote at [GPDIS – Global Product Data Interoperability Summit](https://gpdisonline.com/), regarding interoperability (GPDIS has been active for 30 yrs, explicitly focused on tool integration and sharing)   + See also [PDES, Inc. Announces their Partnership with GPDIS 2024 – PDES, Inc.](https://pdesinc.org/pdes-inc-announces-their-partnership-with-gpdis-2024/)   + It would be helpful to have more government participation at these events (e.g. SW, Simulation, MBSE tracks) |